
Privacy & Terms: 

Our privacy and security principles 

SATIR committed to creating privacy protection technology for everyone. When developing products and services to our customers, every effort must be made to protect user privacy. This becomes even more important as technology advances 

and the need for privacy protection continues to rise.  

1. Respect users and their privacy. 

SATIR believe that these ideas are complementary and indivisible. When people use our products, they show that they trust us in how we handle their information, and we must do our best to live up to their trust. This means that we always 

exercise caution when deciding what data to use, how to use it, and how to protect it. 

2. SATIR products will never collect customerôs data. 

3. SATIR will never sell your personal or company information to anyone. 

4. Give users easy control over their privacy protection settings. 

In terms of privacy protection, uniform settings are bound to not meet the needs of all users, so we provide data controls in SATIR software so that users can turn them on or off by themselves to choose the privacy protection settings that suit 

them. With the continuous development of technology, our privacy control settings are also constantly being improved to ensure that privacy protection settings are always selected by users. 

5. The most powerful security technology built into our products. 

Respecting the privacy of users means protecting the data that users provide to us based on trust. To ensure that all SATIR products and services are safe for users, we develop and implement the most advanced security infrastructure in the 

world.  

GDPR: New EU regulation defines the handling of customer data 

On 28 May 2018, the new General Data Protection Regulation (GDPR) will become effective. On one hand, the new set of rules determines how companies must protect personal data and on the other hand, how the free flow of data should 

be regulated. 

GDPR supersedes the previous data protection directive (95/46/EC) from 1995. The protection of personal data was already anchored in the existing directive; but the requirements for companies were less strict. In comparison to other countries, 

data protection already has a particularly high significance in Germany and Switzerland. Even for companies which have implemented the "Federal Data Protection Act", urgent action is needed, as even minor changes to the regulations 

frequently mean that adjustments must be made to organizational processes, products, documentation obligation and IT. Existing contracts in B2B and B2C contexts must also be checked regarding GDPR and amended if necessary. 

 

SATIR CK350-F Fever Screening System provides facial recognition functions and is the key function of the system when performing the fever screening feature, itôs purpose is for medical workers or operators to control or identify a potential 

high fever person, itôs purpose is not for data collection but a tool for quarantine applications. 

A clear visible sign should be provided along with the camera, for people who entering the cameraôs measuring zone, their facial info with temperature data will be scan. There is a responsibility on the end-user of the CK350-F to put up a 

clear visible sign notifying people that their faces and body temperature are being recorded for fever screening purposes.  

 

 
 



1 
 

SATIR CK350-F  
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1. Camera Installation Guide 

 

In Door: 
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Outdoor: 

 

(If outdoor temperature not exceed 10 to 25(50 ÁF to 77ÁF), a shelter may not require for using the system. But the camera must out 

of direct to any heat targets, e.g. sun, car, power generator and avoid strong winds, rain etc.) 
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Working Environment 

1. Camera and blackbody must install at indoor environment or cover 

with tent/shelter. 

 

2. Working ambient temperature should not exceed 0 to 30  (32 ÁF 

to 86ÁF). 

 

3. Keep the camera and optics out of direct sunlight, wind, rain or other 

sources of heat objects. Changing the temperature of the camera and 

optics will have an adverse effect on measurement uncertainty. 

 

A stable ambient environment will ensure the accuracy of the system. 
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Camera body 

Dimensions(mm) 
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Wall Bracket (Optional)  

Dimensions(mm) 
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Ceiling Bracket (Optional) 

 

  

 

 

 

 

Dimensions(mm) 

 

Camera 

Blackbody 
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1.1 Cable Connection 
 

 

 

 

 

 

 

 

 

Power supply for camera and blackbody: 110V to 220V Support. 

 

ID Core of Cable Functions ID Code of Cable Functions 

1 RS485 RS485 interface connects to the external pan & tilt. 7 Audio Output Connects to the external audio device such as the voice box. 

2 ALARM IN2  

Connects to the alarm device. 

8 DC12V (2A) 
Power interface, connects to the 12 V DC power adapter, 

110V to 240V power source. 

3 ALARM OUT2 9 Network interface Connects to the standard Ethernet cable (CAT5) 

4 ALARM IN1  (For individual  system operation, connect the power supply and network cable.) 

5 ALARM OUT1 

6 Audio Input Inputs the audio signal and receives the analog 

audio signals from the sound pick-up device. 
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2. IP Camera Setting up. 

Please use Windows Internet Explorer Browser ONLY, NO Microsoft edge/Google Chrome/Firefox etc. browser!!! 

 

 

 

 

2.1 Change Windows 10 IP address to match the cameraôs IP address.                  Camera default IP: 192.168.0.121 

I Click on óNetwork and Internetô and then on óNetwork and sharing centerô  

II Click on óChange adapter settingsô on the left side of the window. 

III Right-click on the relevant network adapter and click on properties. 

IV In the networking tab, select óInternet Protocol Version 4 (TCP/IPv4) ô 
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2.2 Camera set up on Browser (Internet Explorer), 

Open IE browser, enter IP address: 192.168.0.121, IP Camera default Username: admin, Password: admin 

Change the password only if needed, not recommend change at first time 

Install Plugin: 
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2.3 Configuration 

Make sure you can see the images, go to the Configuration>Human Thermometer>Parameter Configure>Turn on Face 

Detection>Turn on Area Detection>Clear Detection Area,  
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2.3.1 Draw a New Detection Area based on the installation environment. Apply! 
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2.3.2 Alarm Temperature set up on IP camera. 

Select Face Alarm Linkage>set the Alarm Temperature (Please make sure the alarm temperature is set to the same at Fever Screening 

Software-Normal Temperature) 

 

 

  

 


